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ARMATURA Armatura One V4.3.0 Released Changelog

Armatura ONE V4.3.0 Released Changelog Notification

The Armatura ONE 4.3.0 Released version has been released. This version supports
overwrite upgrade from Armatura ONE 3.x/4.x version.
Installation Package Path on NAS is: /GB-24 Armatura/01-Product Information/01-

Armatura Access/04-Software/Armatura One/07 _Installation Pack
Below are the details of this update:

Personnel & Visitor Management

® Photo Display for Remote Palm/Face Registration

® Support Raw Card Format (Without Bit Count) for OmniAC Compatibility

Groen Test
384112

Basic Information

5 Access Control Read Card(40)
Credentials

[asd [ selectan [ UnselectAl
Access Control

Levels Setiings

Video Intercom

When using ID and IC cards with OmniAC series/FT10 devices, the raw format without bit

count should be selected.
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® Biometric Enrollment Support in Visitor Registration Interface

User Interface & UX Enhancements

® Access Module - Color Distinction for "Enable"/"Disable" Status in Device List

ARMATURA ONE 2 3 A @ 2 admin
) I Access I Devices | Devices
& Devices | De ame I Numbe
Devices _ _
c+ 00 % @ % @

V0 Board
fype| Device Model Parent Device | Serial Number Area Name 1P Address Status | Registration Device | Video Intercom | Firmware Version Operation

Doors
OmniAC30 TH40623060067  Area Name 10.851.203 Online ZAM210-NF50VG-Ver2.2.12

Readers

SpeedFace-VSL SYZ8235200245  Area Name 10851212 Oniine ZAM180-NFSOVA-Ver3.4.9
Auiiiary Inputs

Auxiiary Oulputs OmniAC30 TH40623060075 Area Name 10.8.51.209 nabled ZAM210-NF50VG-Ver2.2.7
Event Types
Daylight Savings Time
(&1 Monitoring v
£¥ Access Control v

% Advanced Functions v

B Reporis v

! 50rows perpage~ | JumpTo [1 | 1 Page | Totalof 3 records

ARMATURAONE | & R : a4 @ Lum

) / Personnel / Personnel Management / Personnel

& Personnel A | ‘F\lean‘: ‘ |_:..m ‘ mev Q [

Personnel
O Retesn  +New [ Dete 20 pemonnelAdustment v [ Epot v [¥ impont D Bateh lasue Cards More v [E] Cotum Fiter

Organization [[] Organization Name(23995)

1] TexTE) O | Prato Personnel 1D | FistName | LastName | Organtzaion Card Number | Credential Type Enavie Enable Mobile Login

Position
Organization H 6 9
Dismissed Personnel ET rganization Name o
Pending Review
Organzaton Name 384112 o
Block List

Custom Attributes
Organization Name
Duplicate Personnel
Parameters
Onganization Name
€8 Card Management

Organization Name.

(] (]

=
> >l | s0rowsperpage¥ | JumpTo [1 | 7601 Page | Total of 30001 records.
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® Visitor Module - Improved Upload Icon on Mobile Visitor Self-Service Page

Visitor self-appointment

First Name

Last Name

Mobile Phone

Email

® Entrance Module - Optimize the display style when the entrance device list is empty.

ARMATURA ONE P - | ¢ m d .- A & © Qamn
/ Enirance / ChannelDevice | Device

5 &

& Channel Device
Passage
Device
Gales
Readers
Auiliary Inputs
Event Types
Daylight Saving Time
[ Monitoring
H' Entrance Control
13 Passage Seftings No data

B Cnannel Reports

® Defense Modules - Optimized Avatar Upload Icon on Stranger Registration Page
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® Optimize the display of system prompt boxes.

ARMATURA ONE 2 E 2 A @ @ s

{} / Access / Devices |

& Ooss (oo | |

Devices
+ Enabled (D) Disabled

1/O Board
Device Name Number Display Name Assigned Camera 10 Board Remarks Enabled | Operation

Doors
10.8.51.103 1 &
Readers
10.851.103 e
Ausiiary Inputs
i 5 10.851.103
Auxiliary Outpuls = ./ The operation succeeded!

Event Types 0 5 g 10.8.51.103 N4
Daylight Savings Time - » g TOERS o
& Monitoring
10.8.1462

£¥ Access Control
192.168.3.33 AUXINT
% Advanced Functions

10.8.14.41

e 060 0 0 0 0 0 0

B Reports
10.8.15.196 AUXINT (-]
]
| S0rowsperpage ¥ | JumpTo [1 | 12Page | Total of 58 records

An illegal string exists:

1

Disable Alarm Sounds [] Prohibited Door Forced Alarm (7]

® New Mobile Ul Style

< Access

Welcome T =

WHO ARE YOU? bl Gevie tne ’ ot

Bl Torper Alam 10.851.210-1

| B Device offine

10.8.51.235-1

&
v

Personnel Access
10.8.51.251-1
£ L2 | 14 1
Reservation Shared
WorkBooth

O B 3

=
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Access Control Module

® Display Previous Selected Time Zone of Device on Set Device Time Zone Page

Set Device Time Zone

(UTC-8)Paciiic ime: (An

® Support configuring the Modbus RTU protocol for RS485 ports of AHSC/AHDU

devices.

The access control module facilitates the configuration of the Modbus RTU protocol for the
RS485 ports of AHSC/AHDU devices. This enables the Armatura controller to establish
data communication with third-party Building Management Systems (BMS) that supports
the Modbus RTU protocol via the RS485 interface.
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® Add “Select All” Option When Adding Fields in Custom Report

ANTransactions

Field Seleclions

[ Gheck Al

O Event ID O Time [ Area Name.
[ Event Point [ EventDescriplion ~ [] Media Fies
[ First Name [ Last Name O] Person Type
[] Organization Number [ Organization Name [ Reader Name.

O Remarks.
— .

Video Intercom

® Support Configurable Masking of Sensitive Information via System Module

ARMATURA ONE 2 & @ 8smn

) / Access I Videolntercom / Contact Book

& Deices - i —— | | o | QA §
1B: 12

[ Monitoring .

O Refresh 2" Add Person [E7 Add Indoor Monitor & Delete + Set as Administrator fil Remove as Administrator
¥ Access Control

] : = o
9 Advanced Functions ¥ 2 Personnel ID: 1+1

First Name: 11

2" Video Intercom A @ et
- Video Intercom: Enabled

Contact Book Levels Mobile: Phone

Organizations: 1 Organizations: Organizatio _
Indoor Monitor

Contact Book

B Reporis

: S0rowsperpage v | JumpTo [1 ] 1iPage | Total of 2 records

ARMATURAONE & i ¢ m o = Wi s S 4 B @ @ 2o
) / System / Authority [ Security Parameters

3¢ General Setings . Delete Inactive Accounts After ‘ _ - ‘ Days

ErE i irTert Inactive Logout Time: ‘ £ ‘ Minutes

& Authoriy
Mobile Inactive Logout Time: ‘ 10080 ‘ Minutes
Users

CEEErTE Enable Two-Faclor Authentication O Yes ® No

Roles
QR Code Setting

Registration Code Mana Enable QR Code O No @ Yes

Security Parameters. s Val»d‘ﬁme‘ 30 Seconds(30-300)

Threat Levels
O Privacy Security
Communication

B Integrations
Personnel Sensitive Information Paramelers

Personnel ID First Hame [ LastName [ Mobile Phone [ Organization m]

Card Number [ Gender  [J Email O Certfcate Types [ Cerificate Number [
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System
® Support Saving the Display of User-Modified List Fields

ARMATURAONE & | & & 24 © &awm

) / Actess / Devices / Devices
& Devices A | ‘ e ‘ mev Q¢ [
Devices _ .
O Refresh + New T o Bxpot 37 Contol v {0} Setup v = View and Get Device Info GCommunication | [] Column Fiter
Device Name

/O Board

LETE Device Type | Device Model Parent Device | Serial Number Area Name 1P Address staws | A Fimmware Version

Doors
OmniAC30 TH40623060067  Arca Name 10.8.51.203 Online PAMZ10-NF50VG-Ver2 2.12
Readers

SpeedFace-VsL SYZ8235200245  Area Name “AM180-NFSOVA-Ver3.4.9

Audliary Inputs

omniAC30 TH40623060075  Area Name FAM210-NF50VG-Ver2 2 7

Audliary Outputs
Event Types
Daylight Savings Time

& Monitoring

£* Access Control
8 Advanced Funclions

B Reports

| SOrowsperpage¥ ! JumpTo [1 | iPage | Total of 3 records

ARMATURAONE & & & 4 . 2T 4 Mo @ &
€Y / System [ Authority | Security Paramelers

General Settings S U

Data Management v Require Verification Code: Only After an Exror

2, Authority
Account Password Strength:
Users

Device Password Strength

Roles Failed Login Attempts: v ‘ Time(s)

tegit i Y -
Registration Code Mana e ‘ Winutes

Security Parameters

Password Vaiidity Time: v ‘

Threat Levels

Password Modification: Modify on first login

8 Communication
Delete Inactive Accounts After:

B iniegrations

Inactive Logout Time:

Inactive Logout Time:
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Relevant features supported by historical software:

® V421

Support Hanwha/Digital Watchdog video preview for the H5 mobile terminal.
Optimize the personnel management interface and biometric template statistics.
Support the AHEB-1616 expansion board for access control module.

Support upgrading the firmware of reader in elevator control module.

Support FAPVR30.

Support software overwriting upgrade from version V3.0.0 and above to V4.2.0.
Logic for permitting access control beyond the point limit.

Prompt to regenerate a new certificate after the server changes its IP.

Optimize the template style of emails sent by video intercom.

Function for batch disabling and enabling of personnel.

Support adding video intercom indoor units.

Add personnel photos and permissions during database backup and restoration.
Optimize the global Ul color scheme.

Add a link to jump to the video tutorial website

In the card-making function, the template supports custom font color and position settings.
Configure to control locking the door when swiping continuously three times.
Support pushing events to Hanwha and Digital Watchdog video platforms

Add custom report menus and custom export.

Support integrating ACMS to issue virtual cards in batches.

Control the password strength for device verification

The H5 mobile terminal supports Muster Point check-in.

® V4.0.1

Allow users to fill in' @' and ".' characters in the intercom account edit page
Optimized audio playback when there is an alarm in real-time monitoring.

UDP is turned off by default for communication parameters in the system module.
Modification of mapping protocol name of events in software

Fix: when exporting personnel, display the error of source.

® V4.0.0

Supports user feedback submission

Supports overwrite installation from V3.0/3.1 toV4.0

New login interface with H5 mobile access entry

Optimized the real-time monitoring interface of the access control module

Supports Convenient Mode when adding Armatura Controller
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Supports integration with multiple Arteco servers

Enable quick import and export of access levels for channel and elevator control modules
Batch import of personnel cards

Supports audit personnel in the H5 interface on mobile

Supports pushing personnel information to ACMS

Supports the new version of CarlD

Supports one vehicle bound to multiple people

® V3.1.0

New login interface.

Optimized Ul within Armatura ONESupport for video intercom.

Integration with Hanwha platform.

Active Directory (AD) domain synchronization of administrators and roles.Integration with
ACMS 4.0 for card issuance.

Support for Wiegand format 2.0 in AC20/30 devices.Optimization of Wiegand format 2.0.
Mobile page supports user management. Synchronization of ACMS keys to Armatura
ONE.

® V3.0.0
Support integrated Twilio platform Support data filtering on site codes

Support mobile previewvideos Support HTML5 video platform;

Wiegand settings optimization supports multiple site codes
Elevator control supports AHSC andAHDU devices;
Threat level support activation when triggers linkage;

Supports Wigan format 2.0, supports multiple parity bits and dual parity check;

® V24.1

Fixed some bugs.

Improved software compatibility with databases: Oracle 19C and SQL Server 2019
Modified thedisplay level of the color selector and the [New] page in the [Shift];

® V240

DCS Upgrade;

Reset Person Availability;

Built-in HTMLS5 interface;

Support off-site approval and SOP;
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Batch issuing mobile credentials;

Anti-Passback and Interlock in P2P network;
Support custom field selection when exporting report

® V230

New personnel management interface;

Bio-photo is separated from the profile photo;

the public port;

Optimized device list interface;

Server local logins are not limited by the number of accesses and the number of errors;
Save and distribute guest faces to guest devices and conference devices;

The administratordisplays a pop-up message in the status bar;

® V220

New personnel interface - add avatars to the personnel management list;
Full support for AHEB system expansion boards;

Integrated with ACMS products;

New map center management interface;

Meeting room equipment is optimized,;

Fix defects;

Meeting room equipment is optimized Muster Point;

® V21.0

Support OmniAC Series device;

Integrated ACMS development environment;

Added attendance, passage, parking, office, defense modules;
Browser alert message notification;

New access control real-time monitoring;

New topology management monitoring;

Threat level management;

® V20.0
Added visitor, elevator control, intrusion alarm IA, building BA module;
Supports Horizon Series devices;

Supports booking meeting rooms and creating Zoom online meetings at the same time
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